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MEMORANDUM FOR THE ASSISTANT COMMANDANT, US MARINE CORPS 

Subject: Global Combat Support System - Marine Corps (GCSS-MC) 
nnerstinnal Rpniiirpments nocument (ORD) 

The Joint Requirements Oversight Council (JROC) approved the GCSS-MC 

ORD and validated the enclosed Key Performance Parameters (KPPs). The 

JROC considers the KPPs essential to meet the stated ORD mission need. ORD 

approval authority for non-KPP changes is delegated to the Marine Corps. 

Additionally, the program is assigned the Joint Potential Designator of "JROC 

Interest." 
n m  

PETER PACE 
General, United States Marine Corps 

Vice Chairman 
of the Joint Chiefs of Staff 

Enclosure 

copy to: 
ASD(NI1) 



Global Combat Support System - Marine Corps (GCSS-MC) 
Operational Requirements Document (ORD) 

K e y  Performance Parameters (KPPs) 

COMPLIANCE 

XSS-MC shall be Network 
Zentric Enterprise Services 
NCES) compliant. 
2s the Common Operating 
hvironment evolves into 
VCES, GCSS-MC will achieve 
2quivalent levels of compliance. 

SECURITY 

XSS-MC shall provide for 
security management services 
that support security 
Zertification and accreditation 
and achieve Information 
Assurance protection to 
support Mission Assurance 
Category 11. 

A s  soon as the enterprise policy 
concerning the aggregation of 
transportation data and any 
modifications to the protection 
of that data on the NIPRNET 
and SIPRNET are determined, 
GCSS-MC will comply IAW its 
KPP on Security. 
-~ 

INTEROPERABILITY 

GCSS-MC shall treat data as a 
corporate asset and all top-level 
Information Exchange 
Requirements (IERs) outlined in 
Table 3 of the GCSS Capstone 
Requirements Document and 
the USMC Logistics Operational 
Architecture (Ref E) will be 
satisfied to the standards 
specified in the Threshold and 
Objective values. 

Level 6 

Provide for classified, 
sensitive but 
unclassified, and/or 
unclassified 
information in 
accordance with 
DITSCAP 5200.40 the 
minimum standards set 
forth in DOD Directive 
8500.1 , and other 
security documents 
listed in Reference A to 
protect against 
unauthorized 
disclosures of privacy 
information 

100% of all IERs 

Level 8 

Same as 
Threshold 

Meet the set of 
Department of 
Defense network 
standards to be 
defined by the 
DOD and Service 
Chief Information 
Officers in 
coordination with 
Joint Staff J-6. 


